Files\\2011 Case Study\\CS1\_Primary Sources\_Policy\_Strategies\\2010 Quadrennial Defense Review - § 12 references coded [ 0.38% Coverage]

Reference 1 - 0.01% Coverage

Build the Security Capacity of Partner States

Reference 2 - 0.07% Coverage

Build the security capacity of partner states: Since the end of World War II, DoD has worked to build the security capacity of allied and partner states and to ensure that the Armed Forces of the United States have ample opportunities to train with and learn from counterpart forces. As ongoing conflicts in Afghanistan and Iraq make clear, these dimensions of U.S. defense strategy have never been more important.

Reference 3 - 0.06% Coverage

 Strengthen and institutionalize general purpose force capabilities for security force assistance;   
 Enhance linguistic, regional, and cultural ability;  Strengthen and expand capabilities for training partner aviation forces;  Strengthen capacities for ministerial-level training; and   
 Create mechanisms to expedite acquisition and transfer of critical capabilities to partner forces.

Reference 4 - 0.01% Coverage

Enhance partnerships with other agencies and governments.

Reference 5 - 0.03% Coverage

In addition to better preparing our own forces for the future, these initiatives will improve the Department’s ability to build the capability and capacity of partners.

Reference 6 - 0.01% Coverage

alone and in concert with partners.

Reference 7 - 0.01% Coverage

working with a wide range of partner navies.

Reference 8 - 0.03% Coverage

We will also enhance our air forces’ contributions to security force assistance operations by fielding within our broader inventory aircraft that are well-suited to training and advising partner air forces.

Reference 9 - 0.03% Coverage

DoD will continue to place special emphasis on stability operations, counterinsurgency, and the building of partner capacity skill sets in its professional military education and career development policies.

Reference 10 - 0.05% Coverage

Strengthening Relationships Achieving the Department’s strategic objectives requires close collaboration with counterparts at   
home and with key allies and partners abroad. Through its foreign defense relationships, the United States not only helps avert crises but also improves its effectiveness in responding to them.

Reference 11 - 0.05% Coverage

Strengthening key relationships abroad: America’s power and influence are enhanced by sustaining a vibrant network of defense alliances and new partnerships, building cooperative approaches with key states, and maintaining interactions with important international institutions such as the United Nations.

Reference 12 - 0.02% Coverage

The United States will continue to tailor its defense posture to enhance other states’ abilities to solve global security problems,
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Reference 1 - 0.20% Coverage

Assure integrity and availability by engaging in smart partnerships, building collective self defenses, and maintaining a common operating picture

Reference 2 - 1.01% Coverage

DoD is also partnering with the Defense Industrial Base (DIB) to increase the protection of sensitive information. The DIB comprises the public and private organizations and corporations that support DoD through the provision of defense technologies, weapons systems, policy and strategy development, and personnel. To increase protection of DIB networks, DoD launched the Defense Industrial Base Cyber Security and Information Assurance (CS/IA) program in 2007. Building upon this program, DoD is also establishing a pilot public-private sector partnership intended to demonstrate the feasibility and benefits of voluntarily opting into increased sharing of information about malicious or unauthorized cyber activity and protective cybersecurity measures.

Reference 3 - 0.23% Coverage

DoD will work closely with its allies and international partners to develop shared warning capabilities, engage in capacity building, and conduct joint training activities.

Reference 4 - 0.15% Coverage

bolster areas where partners are less proficient, increase capacity, and strengthen collective cybersecurity.

Reference 5 - 0.35% Coverage

The development of the National Cyber Range will enable the success of these and other efforts, allowing DoD, other U.S. government entities, and potentially non-U.S. government partners to test and evaluate new cyberspace concepts, policies, and technologies.

Files\\2011 Case Study\\CS1\_Primary Sources\_Policy\_Strategies\\2011 National Military Strategy - § 4 references coded [ 0.46% Coverage]

Reference 1 - 0.12% Coverage

continue to strengthen the capacity of Afghan security forces, and enable Pakistan to ultimately defeat al Qaida and its extremist allies.

Reference 2 - 0.09% Coverage

We will strengthen and expand our network of partnerships to enable partner capacity to enhance security.

Reference 3 - 0.11% Coverage

We will help allies and partners to develop WMD detection and elimination capabilities to protect their own populations

Reference 4 - 0.14% Coverage

The Joint Force must continue to transition well as we shift the focus of our assistance from Iraq’s internal domestic security to its external national defense.

Files\\2015 Case Study\\CS2\_Primary Sources\_Policy\_Strategies\\2014 Quadrennial Defense Review - § 5 references coded [ 0.23% Coverage]

Reference 1 - 0.03% Coverage

build capacity to help partners counter terrorism and counter the proliferation of weapons of mass destruction (WMD)

Reference 2 - 0.04% Coverage

The Department of Defense will rebalance our counterterrorism efforts toward greater emphasis on building partnership capacity

Reference 3 - 0.09% Coverage

Given our deep and abiding interests in maintaining and expanding European security and prosperity, we will continue our work with allies and partners to promote regional stability and Euro-Atlantic integration, as well as to improve capacity, interoperability, and strategic access for coalition operations.

Reference 4 - 0.02% Coverage

build the capacity of our partners, and support conventional operations.

Reference 5 - 0.05% Coverage

In the near term, U.S. forces will remain actively engaged in building partnerships and enhancing stability in key regions, but our engagement will be even more tailored and selective.
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Reference 1 - 0.07% Coverage

The Defense Department engages in a broad array of activities to improve cybersecurity and cyber operations capacity abroad.

Reference 2 - 0.09% Coverage

DoD helps U.S. allies and partners to understand the cyber threats they face and to build the cyber capabilities necessary to defend their networks and data.

Reference 3 - 0.12% Coverage

To defend the nation, DoD must build partnerships with other agencies of the government to prepare to conduct combined cyber operations to deter and if necessary defeat aggression in cyberspace.

Reference 4 - 0.10% Coverage

In its international cyber engagement DoD seeks to build partnership capacity in cybersecurity and cyber defense, and to deepen operational partnerships where appropriate.

Reference 5 - 0.13% Coverage

Given the high demand and relative scarcity of cyber resources, the Department of Defense must make hard choices and focus its partnership capacity initiatives on areas where vital U.S. national interests are stake.

Reference 6 - 0.12% Coverage

Over the next five years, in addition to ongoing partner capacity building efforts in other regions, DoD will focus its international engagement on: the Middle East, the Asia-Pacific, and key NATO allies.

Reference 7 - 0.11% Coverage

Through the course of this strategy DoD will constantly assess the international environment and develop innovative partnerships to respond to emerging challenges and opportunities.

Reference 8 - 0.22% Coverage

Develop automated information sharing tools. To improve shared situational awareness DoD will partner with DHS and other agencies to develop continuous, automated, standardized mechanisms for sharing information with each of its critical partners in the U.S. government, key allied and partner militaries, state and local governments, and the private sector.

Reference 9 - 0.29% Coverage

Build partner capacity in key regions. Under its existing and planned force structure, DoD will work with key allies and partners to build partner capacity and help secure the critical infrastructure and key resources on which DoD missions and U.S. interests depend. The Defense Department will work regularly with other agencies of the U.S. government, to include the Department of State, in building partner capacity. Priority regions include the Middle East, Asia-Pacific, and Europe.

Reference 10 - 0.21% Coverage

Support the hardening and resiliency of Middle Eastern allies’ and partners’ networks and systems. As a part of its cyber dialogue and partnerships, DoD will work with key Middle Eastern allies and partners to improve their ability to secure their military networks as well as the critical infrastructure and key resources upon which U.S. interests depend.

Reference 11 - 0.20% Coverage

Support the hardening and resiliency of Northeast Asian allies’ networks and   
systems. As a part of its broader cyber dialogue with Asian allies, DoD will work with key allies and partners to improve their ability to secure their military networks and critical infrastructure and key resources upon which U.S. and allied interests depend.

Reference 12 - 0.18% Coverage

Build new strategic partnerships in the Asia-Pacific   
region. The Defense   
Department will work with key states across the Asia-Pacific to build cyber capacity and minimize risk to U.S. and allied interests, in a manner consistent with DoD’s International Cyberspace Security Cooperation Guidance.

Reference 13 - 0.05% Coverage

Work with capable international partners to plan and train for cyber operations.

Reference 14 - 0.12% Coverage

Throughout the course of this strategy, DoD will strengthen its international alliances and partnerships to develop combined capabilities to achieve cyber effects in support of combatant command plans.

Reference 15 - 0.16% Coverage

Since developing its first cyber strategy in 2011, the Defense Department has made significant progress in building its cyber capabilities, developing its organizations and plans, and fostering the partnerships necessary to defend the country and its interests.

Reference 16 - 0.09% Coverage

Success requires close collaboration across DoD, between agencies of the U.S. government, with the private sector, and with U.S. allies and partners.

Reference 17 - 0.08% Coverage

We must anticipate emerging threats, identify new capabilities to build, and determine how to enhance our partnerships and planning.

Files\\2015 Case Study\\CS2\_Primary Sources\_Policy\_Strategies\\2015 National Military Strategy - § 9 references coded [ 1.12% Coverage]

Reference 1 - 0.05% Coverage

interoperability with allies and partners.

Reference 2 - 0.23% Coverage

The U.S.   
military contributes select combat forces, enabling technologies, and training in support of local partners that provide the majority of forces necessary to restore and secure their homelands.

Reference 3 - 0.17% Coverage

Such activities increase the capabilities and capacity of partners, thereby enhancing our collective ability to deter aggression and defeat extremists.

Reference 4 - 0.18% Coverage

Combined training and exercises increase the readiness of our allies and partners while   
enhancing the interoperability and responsiveness of U.S. forces.

Reference 5 - 0.12% Coverage

They also develop partner military capabilities for self-defense and support to multinational operations.

Reference 6 - 0.16% Coverage

The best   
way to counter VEOs is by way of sustained pressure using local forces augmented by specialized U.S. and coalition military strengths

Reference 7 - 0.06% Coverage

develop partner capabilities for self-defense,

Reference 8 - 0.12% Coverage

Strengthening partners is fundamental to our security, building strategic depth for our national defense.

Reference 9 - 0.03% Coverage

building partner capacity
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Reference 1 - 0.04% Coverage

build the capacity of our partners to join with us in meeting security challenges.

Reference 2 - 0.07% Coverage

Working with the Congress, we will train and equip local partners and provide operational support to gain ground against terrorist groups.

Reference 3 - 0.15% Coverage

We will strengthen the operational capacity of regional organizations like the African Union (AU) and broaden the ranks of capable troop-contributing countries, including through the African Peacekeeping Rapid Response Partnership, which will help African countries rapidly deploy to emerging crises.

Reference 4 - 0.11% Coverage

We are therefore investing in the ability of Israel, Jordan, and our Gulf partners to deter aggression while maintaining our unwavering commitment to Israel’s security, including its Qualitative Military Edge.
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Reference 1 - 0.19% Coverage

The United States is helping other countries develop these capabilities through U.S.-led training programs on subjects as varied as developing cyber-related legal frameworks and using computer forensics to investigate crimes.
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Reference 1 - 0.57% Coverage

Third, the Department will work with U.S. allies and partners to strengthen cyber capacity, expand combined cyberspace operations, and increase bi-directional information sharing in order to advance our mutual interests.

Reference 2 - 0.50% Coverage

The Department will work to strengthen the capacity of these allies and partners and increase DoD’s ability to leverage its partners’ unique skills, resources, capabilities, and perspectives.

Reference 3 - 0.39% Coverage

Information-sharing relationships with allies and partners increase the effectiveness of combined cyberspace operations and enhance our collective
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Reference 1 - 0.17% Coverage

STRENGTHEN PARTNER NATIONS’ LAW   
ENFORCEMENT CAPACITY TO COMBAT CRIMINAL CYBER ACTIVITY: The United States should also aid willing partner nations to build their capacity to address criminal cyber activity.

Reference 2 - 0.82% Coverage

Build International Cyber Capacity Capacity building equips partners to protect themselves and assist the United States in addressing threats that target mutual interests, while serving broader diplomatic, economic, and security goals. Through cyber capacity building initiatives, the United States builds strategic partnerships that promote cybersecurity best practices through a common vision of an open, interoperable, reliable, and secure Internet that encourages investment and opens new economic markets. In addition, capacity building allows for additional opportunities to share cyber   
threat information, enabling the   
United States Government and our partners to better defend domestic critical infrastructure and global supply chains, as well as focus whole-ofgovernment cyber engagements. Our leadership in building partner cybersecurity capacity is critical to maintaining American influence against global competitors. Building partner cyber capacity will empower international

Reference 3 - 0.12% Coverage

partners to implement policies and practices which allow them to be effective partners in the United States-led Cyber Deterrence Initiative.
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Reference 1 - 0.48% Coverage

Interoperability is a priority for operational concepts, modular force elements, communications, information sharing, and equipment. In consultation with Congress and the Department of State, the Department of Defense will prioritize requests for U.S. military equipment sales, accelerating foreign partner modernization and ability to integrate with U.S. forces.
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Reference 1 - 1.60% Coverage

The 2018 NMS acknowledges the unique contributions of allies and partners, a strategic source of strength for the Joint Force. Building a strong, agile, and resilient force requires better interoperability and enhancing the combat   
3   
lethality and survivability of our allies and partners.
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Reference 1 - 0.09% Coverage

We will strengthen major regional security architectures with our Allies and partners based on complementary contributions; combined, collaborative operations and force planning; increased intelligence and information sharing; new operational concepts; and our ability to draw on the Joint Force worldwide.

Reference 2 - 0.07% Coverage

Collaboration with Allies and partners will cement joint capability with the aid of multilateral exercises, codevelopment of technologies, greater intelligence and information sharing, and combined planning for shared deterrence challenges.

Reference 3 - 0.06% Coverage

Over time, the Department will focus on enhancing denial capabilities and key enablers in NATO’s force planning, while NATO Allies seek to bolster their conventional warfighting capabilities.

Reference 4 - 0.04% Coverage

The 2022 National Defense Strategy is a call to action for the defense enterprise to incorporate Allies and partners at every stage of defense planning.

Reference 5 - 0.11% Coverage

As we continue contributing to NATO capabilities and readiness – including through improvements to our posture in Europe and our extended nuclear deterrence commitments – the Department will work with Allies bilaterally and through NATO’s established processes to better focus NATO capability development and military modernization to address Russia’s military threat.
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Reference 1 - 0.37% Coverage

3. Protect the Cyber Domain with Allies and Partners. Our global Allies and partners represent a foundational strategic advantage for the United States. We will build the capacity and capability of U.S. Allies and partners in cyberspace and expand avenues of potential cyber cooperation.

Reference 2 - 0.22% Coverage

We will expand public-private partnerships to ensure that DoD resources, expertise, and intelligence are made available to support key private sector initiatives.

Reference 3 - 0.19% Coverage

To ensure DIB cybersecurity, the Department will continue to convene government and industry officials and leverage public-private partnerships.

Reference 4 - 0.23% Coverage

This approach relies upon building the cyber capability and capacity of Allies and partners. It requires a mix of internal institutional reforms and external partner engagement.

Reference 5 - 0.30% Coverage

In some cases, the Department will work toward this goal by augmenting partner capacity, expanding partners’ access to cybersecurity infrastructure and maturing their cyber workforce though combined training events and exercises.

Reference 6 - 0.21% Coverage

In other cases, we will develop partner capability, enabling a function that a partner needs but does not yet have, including particular knowledge and capabilities.

Reference 7 - 0.37% Coverage

The Department will enhance our relationship with our most cyber- capable Allies and partners at the strategic, operational, and tactical levels. We will expand the total number of partners with whom we engage and integrate these efforts with the wider security cooperation enterprise.

Reference 8 - 0.18% Coverage

We will bolster the cyber capability and capacity of our Allies and partners and reinforce norms of responsible behavior in cyberspace.

Files\\2023 Case Study\\CS4\_Primary Sources\_Policy\_Strategies\\2023 National Cybersecurity Strategy - § 3 references coded [ 0.38% Coverage]

Reference 1 - 0.22% Coverage

We will expand coalitions, collaboratively disrupt transnational criminals and other malicious cyber actors, build the capacity of our international allies and partners, reinforce the applicability of existing international law to state behavior in cyberspace, uphold globally accepted and voluntary norms of responsible state behavior in peacetime, and punish those that engage in disruptive, destructive, or destabilizing malicious cyber activity.

Reference 2 - 0.03% Coverage

STRATEGIC OBJECTIVE 5.2: STRENGTHEN INTERNATIONAL PARTNER CAPACITY

Reference 3 - 0.13% Coverage

To accomplish this goal, the United States will marshal expertise across agencies, the public and private sectors, and among advanced regional partners to pursue coordinated and effective international cyber capacity-building and operational collaboration efforts.